
CANASA Monitoring Symposium
TORONTO OCTOBER 2017



CANASA Monitoring Symposium

Areas we will cover today:

1) The Disruptors

2) 3rd Party Stations

3) Threats and new entrants

4) Cyber risk (LITE)
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u CONSIDER

u The largest room booking company does not own a Hotel

u The largest ride for hire company does not own a Taxi cab

u The largest retail sales company does not own any retail stores

u 1 of the most watched Networks has no studios, towers or Live News
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“ REPETITION doesn’t create memories.
New experiences do”

Brian Chesky CEO and Co-Founder of Airbnb
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OUR CHALLENGES

u Application of TECHNOLOGY to an outdated Industry

u Focus on the User Experience  (UX)

u User –friendly and ease of purchase
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TREND 2016

u RFI Communications switched to Rapid Response

u Red Hawk Fire and Security partnered with Affiliated 
Monitoring

u Comtronics switched to National Monitoring Center 
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Source – SSN 2017/01

50%43%

7%

Respondent’s Company Profile

YES NO DO NOT MONITOR
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Source SSN 2017/01

74%

14%

12%

Will More Companies switch to 3rd party Stations

YES NO NOT SURE
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68%

15%

17%

Benefits

YES-Faster w/technology  68     NO-More control Other
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PROS

u 3rd Party Stations can afford bleeding edge technologies

u Allows Alarm Companies to focus on new revenue producing 

services and opportunities

u Per account monitoring is less at a 3rd Party Station – better cost 

efficiencies

u 3rd Party stations have greater resources, can offer Dealer Programs 

and Technical Assistance 
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CONS

u Fear of:

u Losing control

u Quality dilution

u The unknown – You don’t know what you don’t know

u Client’s perception 

u Accounts being poached or stolen 
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THREATS
u HOME Depot – IDEAL Security with Telephone dialer

u ABODE – Works with Alexis, self monitored or can use Professional 

Monitoring services

u Canary – Motion detector activated cameras – MIY

u SimpliSafe – Wireless, APP based, MIY or Professional Monitoring 

available
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THREATS

u BEST BUY
Partners with Vivint (May 4 2017)
IN STORE DISPLAYS
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THREATS

u Nest Security System (September 20 2017) 
Direct to Consumer, MIY

“What if it is so easy to use you actually use it” 
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THREATS

u ADT & SAMSUNG announce 
a partnership (October 2 2017) 
DIY with SAMSUNG SmartThings
and Professional Monitoring
Services with ADT
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DIY
PROS
u Peel & Stick wireless installation
u No Monitoring fees
u No Annual Contracts
u No phone lines required for the more sophisticated unit
CONS
u Peel & Stick wireless installation
u Perceived value
u No Professional Consulting 
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New Entrants   - THE DISRUPTORS
The BIG 4:
u MICROSOFT
u GOOGLE (NEST, Dropcam)
u APPLE
u AMAZON
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What do we have to offer?
u A Welcome mat into into homes and businesses
u Sticky Clients
u Low acquisition costs
u Ability to leverage additional services
u Bundling 
u DATA, DATA, DATA
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Where we are today:
5 years ago were you installing:
u Wireless locks controlled by an Alarm APP?
u Programmable thermostats controlled by an Alarm APP?
u Video doorbells on your Smartphone controlled by an 

Alarm APP?
u Offering SHaaS (Smart Home as a Service)?
u Have the ability to integrate with Siri (Apple), Google 

Home, Alexa (Amazon)?
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CYBER THREATS
u News - EQUIFAX breach exposes 143 MILLION in US to identity theft
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CYBER THREATS
Why steal it if you can immobilize it? 

u News – August 17 2017
Unpatchable Flaw
in Modern Cars Allows Hackers to Disable
Safety Features

Hacker News
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CYBER THREATS

u News – August 15 2017 
Smart locks lobotomized After 
Failed Automatic Update

Security Sales and Integration
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CYBER THREATS

u News – June 7 2016 
University of Calgary paid $20K
in ransomware attack “No 

evidence cyber attackers
released personal or university 

data to public”
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FBI Internet Crime Complaint Center (IC3) 2016 Statistics:

Most prevalent and damaging:

• Business email compromise (BEC)

• Ransomware

• Tech Support Fraud

• Extortion
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FBI Internet Crime Complaint Center (IC3) 2016 Statistics:

u 2016 losses exceeded 1.3B an increase of 24% over the 
previous year.

u Important to note that the best guess on this figure is that 
it represents only 15% of fraud victims.

u Estimated loses are therefore thought to be closer to 9B.  



CANASA Monitoring Symposium

ASK YOURSELF

u Are you connecting Security systems via IP?

u Are you downloading information via IP?

u Are you gaining remote access via open ports?

u Are you sending  your Clients emails?

u And the BIG question – do you have Cyber Insurance?
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Thank you for your time. 

Questions and comments? 


